Risk and CrisisAnalysesfor the Gaming Industry in Macau
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[Abstract] : Gaming is a special and unique industry. Sincdiberalization in 2004, Macau's
gaming industry has been growing and changing veyidly. During the period many
incidences emerged and crises would be bound torocBeing able to think of possible crises
while living in safe environment has been our ttiadial wisdom. In addition to the need to
enhance the measures relating to crisis managefmgrine respective gaming operators, the
Macau Government and relevant NGOs have to colkigoin analyzing and exploring the
potential crises for the gaming industry on a pdito basis. Appropriate precautionary
measures developed through rigorous study can lgr@aitigate the damage brought by crises
and in turn will ensure the sustained developménacau.

Crisis management aims to avoid and reduce the danwaused by crises through crisis

monitoring, crisis prediction, crisis decision, aodsis handling. Risks and crises, if handled
properly, can possibly be transformed into oppotties. This research adopts an integrative

approach through systematic and comprehensive tigat®n to establish a mechanism to

monitor and to predict risks and crises for the gagrindustry in Macau. This would provide a

useful reference for the society and governmeMaxfau in handling them. If risks and crises

are properly identified and monitored during peaddfmes, then any unexpected catastrophe
can be dealt with more effectively.
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The Gaming Industry in Macau

Macau first legalized its gambling business inas$yeas 1847. The growth of the industry has

been steady until its liberalization in 2004 andcsi then the growth has been spectacularly
rapid. The gaming tables have increased from 84bout 5300 in 2011. The slot machine

number has grown from around 1,000 to over 15,@0(hg the period. The gaming revenues

are increasing at about 28% per annum. The gam@wgnues of the largest operator SIM

alone have already exceeded those of the entir®egss.

Despite gaming industry’s enormous contributiorthe well-being of Macau economy, there
are many social problems emerging. Many young acleavers prefer to work as dealers
instead of pursuing further studies because obdiwe salaries offered by the casinos. As
more casinos started their operations they attlaateployees from many other business sectors.
As a consequence many small and medium size eisesprould not afford the ever rising staff
costs and were reluctantly forced to close downr thesinesses. The financial tsunami in
2008 triggered the first major employee lay-offNovember by Sands. Over 10,000 workers
were sacked without any prior warning. The issuimareasing problematic and pathological
gamblers has also become a concern in the sociétgtudy by Macau University reveals that
the percentage of problematic gamblers increased #% before the liberalization of gaming
industry to the current 6% of Macau population. 1Ba assumption that every problematic
gambler may affect three to 14 persons, Macau wbalae at least over 90,000 residents being
affected by it.

Risk

Risk is the probability that a problem (any eveningident that would be harmful to objectives)
occurs (Cebtrowski et al.,, 2009). Waters (2007jinds the following four levels of
uncertainty, viz., ignorance (no knowledge at alijcertainty (can list the events that might
happen but do not know the probability); risk (¢&shthe events that might happen as well as
their probability of occurrence); certainty (knowaetly what will happen). In the context of a
enterprise, risk management is a process, effeoyedhe entity’'s management, and other
personnel, applied in strategy setting and acrossenterprise, designed to identify potential
events that may affect the entity, and manage toske within the risk appetite, to provide
reasonable assurance regarding the achievementityf @jectives (Fraser, J., & Simkins, B. J.,
2010). According to Knight (2009), risk should do® integral part of how things are managed
and it should not be a separate activity separatad the mainstream management of the
business. Without risk, there is no reward or pgeg, and unless risk is managed effectively,
organizations cannot maximize opportunities andimmize threats. In short, risk is about the
effect of uncertainty on the achievement of objesdi



While most studies on risk and risk management doon enterprises, the World Economic
Forum (2010) advocated that Governments could coatel their agencies with a prioritized
national risk overview and liaise with counterpaatsoad in a more systematic and proactive
manner. The concept of the Country Risk Officer @Rvas introduced in Global Risks 2007.
Given the complexity of risks that a country maycamter, from natural catastrophes or
pandemic scares to terrorist attacks, there ised f@r the creation of a single point of contact
and coordination for the responses to such riske le of CRO would be responsible for
analyzing and quantifying risks, prioritizing migigjon measures and implementing programmes
to adapt to the threats that these risks preséig.piper echoes this proposition of managing the
risks at the country level instead of at enterplesel.

The Business Continuity Institute (BCI, 2003) definBusiness Continuity Management as a
holistic management process that identifies paémpacts that threaten an organization and
provides a framework for building resilience witietcapability for an effective response that
safeguards the interests of its key stakeholdeptation and value creating activities. With

suitable modifications, the concept of Businesst@aity Management should also apply at a
country level under the collaboration of all conuat entities.

Fraser et al. (2010) suggest the following riskeasment process:
1) Risk assessment of plans;
2) Identify critical risk scenarios;
3) Identify countermeasures;
4) Monitor Key Risk Indicators (KRIs) continuously.

The following five-step approach to assess risks praposed by Cendrowski and Mair (2009):
1) Enumeration of risks;
2) Qualitative analysis;
3) Quantitative analysis;
4) Implementation of risk management strategy;
5) Assessment of risk management strategy

The World Economic Forum (2010) defines a systamsicas the potential loss or damage to an
entire system as contrasted with the loss to alesingit of that system. Systemic risks are
exacerbated by interdependencies among the unisseTrisks can be triggered by sudden
events or built up over time with the impact ofteeing large and catastrophic. The World
Economic Forum (ibid.) adopts a Global Risk Barametomprising of economic risks,

geopolitical risks, environmental risks, societisks, and technological risks. In this study,
systemic risks are referred to as crises (e.g.su@donomic recession; revision of FIT policy;



terrorism; social disorder; pandemic disease).

Haimes, Lambert, et al. (2002) suggest the useissif filtering, ranking, and management
(RFRM) methodology to ensure a comprehensive risklyasis process. The RFRM method
involves eight phases:

Phase I. Scenario Identification by Hierarchicaldg¢oaphic Modeling (HHM)

Phase II. Scenario Filtering

Phase lIl. Bi-Criteria Filtering and Ranking

Phase IV. Multi-Criteria Evaluation

Phase V. Quantitative Ranking

Phase VI. Risk Management

Phase VII. Safeguarding Against Missing Criticahtis

Phase VIII. Operational Feedback

The HHM is a diagram that categorizes multiple pecsives of a system capturing various
sources of risk to the system. An HHM results framomplete specification of the underlying
system into a hierarchy of subsystems, which tegetiisplay a holistic view of the large-scale
system. The HHM has the ability to model the ta#te relationships among the various
subsystems and to account for all relevant and itapb elements of risk and uncertainty
(Haimes, Yacov et al., 2002).

According to Horowitz et al. (2003), one of the nhealuable aspects of HHM is its ability to

facilitate the evaluation of the subsystem riskd #oeir corresponding contributions to the risks
in the total system. HHM is useful in modeling getscale, complex, and hierarchical
systems.

Resear ch approaches

The research adopts both the use of qualitativeqaadtitative methods. A core working team
comprising of academia experts from Macau and HOmigg and industry veterans was formed
in July, 2011 to design, implement and monitor éiméire research process. Four rounds of
focus group discussions were held in Macau, GuamguZand Hong Kong. The qualitative
comments were analyzed by NVivo using groundedrthapproach, and the temporal findings
were constantly cross-validated and triangulateth wuantitative research approaches like
Delphi questionnaire and Multi- Dimensional Scalteghnique. Initially 20 risk items were
preliminarily identified through various focus gmumeetings. The Delphi questionnaires
were sent to both academic experts, gaming pratits, and representatives from NGOs (a
total of 55 experts and 32 veterans participatetiisistudy). Academic experts invariably are
doctoral degree holders or professors in univessiin Macau, Hong Kong, and China.
Industry veterans are at least managers with owver years of working experience in the
gaming and/or NGO businesses. Four rounds of Dejpbstionnaires were used and after



consolidating a series of their findings, the gioestaire was gradually refined and revised to
18 items (see appendix).

Most risk analyses adopt the use of quantifying saeerity and probability of risk. In this
study the core research team agreed the inclusiarthord dimension of risk quantification, i.e.
detectability as used in Failure Modes and Effecalfsis (FMEA). FMEA is commonly used
to identify potential failure modes during prodyptanning and development, to determine their
effects on the operation of the product and idgradtions to mitigate the failures (Crow, 2002).
FMEA is a popular quality management tool to predied manage risks for products and it can
be used to quantify more systematically the truterexof external risks. Under the FMEA
method, the extent of perceived external threaés (isks) can be estimated by use of Risk
Priority Numbers (RPN) which can take a value frbrto 1000 (Each of SEV, OCC and DET
below can have a value from 1 to 10). The highathe value of RPN, the more serious the
threat is to the organization (Koo, et al., 2011).

Risk Priority Numbers (RPN)
= Severity x Probability of Occurrence x Lilkelod of detection

o Severity (SEV) indicates how significant the immdi¢he effect is

o Probability of Occurrence (OCC) indicates how oftba cause of the failure
mode is to occur

° Likelihood of Detection (DET) indicates how likeéhye current control is
able to detect the failure mode



Results of Risk Analysesfor Macau Gaming Industry

A total of 50 respondents (26 academic and 24 ingexperts) responded in the fourth round
of Delphi questionnaire survey. In a descendirdgoof these 18 perceived most severe risks
to the industry, the most serious risks are remisibFacilitated Individual Traveler (FIT) policy;
fierce competition; and shrinking of VIP market, moosource of customers. These risks affect
the market demand for the gaming industry.

Online gaming is not perceived to be a risk withianaeverity to the long term, healthy, and
harmonious development of the entire gaming ingustMacau.

Table 1: Descending order of Severity of riskstf@ gaming industry

N Mean

Severilyls Rewvision of FIT policy 50 6.60
Sewverilyl1 Fierce compelilion 50 6.36
Sewerity2 Shrinking of VIP market 50 6.30
SeverityB Mono source of customers 50 6.12
Severityl7 Social disorder 50 6.06
Scwerity? Irregular funding source disappearing 48 6.04
Sewerityl4 Sudden economic recession 50 6.04
Severityl8 Pandemic disease 50 5.98
Severityl Inadequate HR supply 80 5.98
Severityd Corruption issues 50 5.84
SeveritylB Terrorism 50 582
Severily3 Delerioralion of HR quality 50 578
Sewverilyl3 Foreign power domineering 49 569
Severityl Neighbar areas liberalize gaming 50 5.68
Severityd Improper industry supendsion 50 564
Severityl0 Biased gaming policy 50 556
Scweritys Less non-local intermediarics 50 5.14
Severity12 Online gaming gaining popularity S0 458
Valid N (listwise) 48

In Table 2 below, the items with the highest peredi probability of occurrence are:
mono-source of customers; fierce competition; igadée supply of HR, and neighbor areas
liberalize their gaming industry. Most of thesgkritems are already known occurrence to the
public. On the other hand, the following risk iterare perceived to be less likely to happen:
terrorism; pandemic disease; social disorder. Tlaeseclassified by the research team as crises
which have the characteristics of low probabilifyoocurrence.



Table 2: Descending order of Probability of riékisthe gaming industry

N Mean

Probabililys Mono source of cuslomers 50 628
Probabilityl1 Fierce compelilion 50 590
Probability4 Inadequate HR supply 50 568
Probabilityl Neighbor areas liberalize gaming 50 562
Probabilityd Deterioration of HR quality 50 5.60
Probability12 Online gaming gaining popularity 50 550
Probabilityd Gorruption issues 50 5.42
Probability? Irreqular funding source disappearing 49 5§20
Probabilityd Improper industry supervision 50 5.20
Probability5 Less non-local intermediaries 50 518
Probability2 Shrinking of VIP market 50 516
Probabilityl5 Revision of FIT policy 50 510
Probabilityl4 Sudden economic recession 50 5.06
Probabilityl 3 Foreign power domineering 49 5.04
Probabilityl 0 Biased gaming policy 50 492
Probabilityl7 Social disorder 50 472
Probabilityl8 Pandcmic discasc 50 4.02
Probabilitylg Terrorism S0 3.02
Valid N (listwise) 48

Table 3 depicts the perceived detectability of giskThe higher the detectability score implies
the more difficult it would be to detect (predictdacontrol) the risk element. The items with
higher detectability are less non-local intermadgrsudden economic recession, and irregular
funding sources disappearing. Those with loweectability are inadequate HR supply, biased
gaming policy are more or less known public knowled

Table 3: Descending order of Detectability of sig&r the gaming industry

N Mean

Deleclabililys Less non-local inlermediaries 50 520
Deleclabilityl4 Sudden economic recession 50 518
Detectability? Irregular funding source disappearing 49 516
Detectability2 Shrinking of VIP market 50 5.06
Detectahilityl 5 Revision of FIT policy 50 5.02
Detectahilityl3 Forcign power domincering 48 492
DetectahilitylE Terrorism 50 4.90
Detectability3 Deterioration of HR quality 50 488
Detectability13 Pandemic disease 50 1.86
Detectabilityl Neighbor areas liberalize gaming 50 484
Detectabilityt Mono source of customers 50 482
Deleclabililyd Corruplion issues 50 482
Deleclability® Improper induslry supenvision 50 472
Detectabilityl 1 Fierce competition 50 464
Detectabilityl 7 Social disorder 50 462
Detectabilityl2 Online gaming gaining popularity 50 452
Detectahility10 Biascd gaming policy 50 452
Detectability4 Inadequate HR supply 50 422
Valid N (listwise) 48




Table 4 describes a more traditional approach tantfiy risks. The higher the product of

severity and probability signifies the more advezffect of the risk item concerned. The top
risks by the measure are: fierce competition; msaorce of customers, and inadequate HR
supply, and revision of FIT policy by the Chinesev&rnment. These risks are largely
commercial risks affecting the revenues of the ggnmdustry.

Table 4: Descending order of product of severitg &robability of risks for the gaming
industry

N Mean

SxO11 Fierce compelilion 50 40.7800
Sx0B Moo source of cuslomers 50 | 39.4600
Sx04 Inadequate HR supply 50 36.7000
SxO15 Revision of FIT policy 50 | 35.1000
SxO1 Neighbor areas liberalize gaming 50 | 34.7200
Sx03 Deterioration of HR quality 50 34.2600
Sx09 Corruption issues 50 | 34.1400
Sx02 Shrinking of VIP market 50 | 33.6000
Sx011 Sudden economic recession S0 | 329100
SxO7 Irregular funding source disappearing 49 32.7959
Sx08 Improper industry supervision 50 32.1400
SxO13 Foreign power domineering 49 31.6327
Sx017 Sacial disorder 50 30.8200
Sx010 Biased gaming policy 50 | 29.5600
Sx012 Online gaming gaining popularity 50 | 28.2200
Sx05 Less non-local intermediaries 50 | 27.9600
Sx0O18 Pandcmic discasc 50 26.6800
SxO16 Terrorism S0 19.7200
Valid N (listwise) 48

Table 5 shows the listing of Risk Priority Numb&PN) of the 18 risks in descending order.
RPN is the product of severity, probability, anded¢ability. The larger the RPN, the more
serious is the respective risk for the gaming itgus Macau.



Table 5: Descending order of RPN of risks forghening industry

N Mean

RPN11 Fierce compelilion 50 | 197.8200
RPN15 Revision of FIT policy 50 | 193.3200
RPNB Mono source of customers 50 | 189.8800
RPN14 Sudden economic recession 50 | 183.3000
RPN3 Deterioration of HR quality 50 | 177.3400
RPN2 Shrinking of VIP market 50 172.9600
RPN1 Neighbor areas liberalize gaming 50 | 172.2200
RPNT7 Irreqular funding source disappearing 49 | 171.6939
RPNS Corruption issues S0 | 170.8600
RPN4 Inadequate HR supply 50 | 167.0400
RPN13 Foreignh power domineering 49 | 1615714
RPN8 Improper induslry supervision 50 | 159.2200
RPNS5 Less non-local inlermediaries 50 | 157.2400
RPN17 Social disorder 50 | 155.0200
RPN10 Biased gaming policy 50 | 146.0000
RPN12 Online gaming gaining popularity 50 | 135.8800
RPN18 Pandcmic discasc 50 134.6800
RPN1E Terrorism 50 | 112.4600
Valid N (listwise) 48

Tables 5 & 6 represent succinct summaries of thksridentified. The most serious risks
revealed in both tables are: fierce competitionnmsource of customers, revision of FIT policy,
deterioration of HR quality, shrinking of VIP matkand neighbor areas liberalize gaming.

“Inadequate HR supply” ranks third in Table 4 aadks tenth in Table 5. This can be explained
by the fact that the detectability for HR shortage@ known phenomenon and can be detected
easily. Likewise, the fact that “sudden economicession” ranks ninth in Table 4 but ranks
fourth in Table 5 can be explained by the low deteitity in the suddenness in occurrence of
economic crises.

In order to discern whether academic and pracgti®ihave significantly different views towards
various risk measures, independent samples Tatests conducted among the 90 variables (i.e.
18 severity; 18 probability; 18 detectability; 18 product of severity and probability; and 18 on
RPN) between the two respondent groups of 26 adaderperts and 24 industry experts.
Only five items’ means are significantly differeat 0.05 level (see table 6 below). The
difference of means of all 18 detectability itenmsld8 RPN between the two respondent groups
are not significant at 0.05 level. For those fitems depicted in Table 6, it appears that the
academic are more pessimistic than those praaitsom the market place. On the whole the
views between the academic and practitioners drtondifferent.
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Table 6: Independent Samples T-Test between acadand industry experts at 0.05
significance level

o Sld. Error
IndusirvWerking in Gaming Indusiry? N Mean Sld. Devialion Mean

Sewerily2 Shrinking of VIP .00 Academic 26 6.88 2.338 459
markel 1.00 Gaming Induslry 24 5.67 1834 374
Sewerityl 8 Pandemic .00 Academic 26 6.77 2.519 494
disease .

1.00 Gaming Industry 24 513 2.953 .BO3
Probabilityl Neighbor .00 Academic 26 6.35 2418 474
areas liberalize gaming . .

1.00 Gaming Industry 24 4.83 1.880 .384
Probability4 Inadequate .00 Acadamic 26 6.54 2.158 423
HR supply .

1.00 Gaming Industry 24 475 2.327 478
SxO1 Neighbor areas .00 Academic 26 | 11.7692 27.89598 547085
liberalize gamin:

gaming 1.00 Gaming Industry 24 | 27.0833 17.25995 352317

Recommendations:
Basing on the captioned analyses, the followings@commended:

1)

2)

3)

4)

5)

6)

Establishment Country Risk Officer (CRO) with aetiparticipation from government
officials, risk experts, and representatives of ¢faening industry to analyze and quantify
risks, to prioritize mitigation measures and to liempent programmes to adapt to these risks.
Gaming representatives can come from the electadlddes of the Legislative Assembly or
from the Chamber of Macau Casino Gaming Concesisemand Subconcessionaries.

Every two years or as and when a major crisis acflike the financial tsunami in 2008) a
comprehensive risk analysis for the gaming industigquld be conducted.

“Fierce competition” is invariably caused by pricempetition. In order to ensure a long
term, healthy, and harmonious development of thaigg industry, the Gaming Chamber
should orchestrate some concerted efforts amongpatiessionaires and Subconcessionaries
to compete on service and quality. The cappingaofing tables at 5500 is a right move by
the Macau government to avoid over expansion whagh likely lead to cut-throat
competition. The capping of gaming tables helpso ghe easing of the HR shortage
problem. Prior to the gaming liberalization in 20@he average customers per gaming
table per day was 93 persons and due to rapid sixpathe figure dropped to only 14 in
2010. This indicates that there is much room fquriorement on gaming table utilization.
“Mono source of customers” is a reflection of rgbncentration. Being too reliant on the
China market is not a healthy sign for the gammdustry. The gaming operators should
endeavor to diversify their existing customer bases

“The revision (tightening) of FIT policy” would hava major impact on not only the gaming
industry but the entire Macau economy. It is imi@ot to maintain a good tourism image
The issue “Deterioration of HR quality” can be asitbuld be addressed by intensifying
training and education. The Macau Government shepénd more resources on improving
the quality of Macau residents.
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7) The risk of “shrinking of VIP market” should be mtmred closely. In view of the
importance of VIP market to the gaming industryM@acau, the authority should monitor
whether any operator having casinos outside Magaiphoning VIP customers to its casinos
in another country.
8) “Neighbor areas liberalize gaming” is perhaps aavaendable trend. The government
together with the gaming operators should work tlogleto develop Macau into a genuine
“World Tourism and Recreation Centi# 5k R H0". Gaming element should
remains as the “peorfitf}” and non-gaming recreational elements should lee“tieen

leavesthEE",
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The Macau Gaming Research Association (MGRA) igdooting a study on “Risk
and Crisis Analyses for the Gaming Industry in Méca This research is funded by the
Macao Foundation and the results will be releasetthé public. We expect the findings
will provide useful reference information to the dé4a Government, the Gaming Industry,
Academic Institutions, and the public. The resedools include Delphi method which
collects opinions from selected experts on an amayg basis and the experts do not meet
and discuss among themselves. After several ibesabf data collection, analyses, and
modifications the views can converge closer to mseasus opinion. These findings will
be used as a basis for prediction.

The MGRA sincerely invites you as an expert ongaming industry to complete the
guestionnaire. We appreciate your support and gatipa and will send you a copy of the
findings in due course.

Industry risk is any event that will affect the long term, healthy, and
har monious development of the entire gaming industry. (Risk is operationally defined
as a creeping event. Crisis refers to event with lower occurrence probability but
more severe consequence, e.g. war, racial killing, collapse of major infrastructure
building, or natural catastrophe).

Severity (represents the extent of negative impact on #mirgg industry in Macau,
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1=absolutely not severe, ..., 10= absolutely severe)

Probability (represents the likelihood of the risk or criseppening, 1=absolutely not
likely to happen, ..., 10= absolutely likely to happ

Detectability (represents the extent of easedtect, predict, andcontrol the risk or crisis,
1=absolutely easy to detect, ... , 10= absolutelijcdit to detect)

Appendix

EIE | WERERMIEETENRE HFEHEREE
Item | Factor that might affect the Macau gaming industry | BRUBFERE | S4&R | (FEHI B oT % 6&1
Severity Probability | 2 Ji=3 )

Detectability
1 FATHNE SR ERS3E Neighbor areas liberalize gaming
2 EEEETHZEN Shrinking of VIP market
3 AABZETH Deterioration of HR quality
4 BFIAARE Inadequate HR supply
5 FEASt A A Less non-local intermediaries
6 % 2 Be—{E Mono source of customers
T FREESH Trregular funding source disappearing
8 AR EEEHITAZ Improper industry supervision

9 BEEE4ERIRE Corruption issues

10 BB R EBURTFEmEZ Biased gaming policy
11 TERATHRB D RTRA AR B E Fierce competition
12 #8_E1%¥ K Online gaming gaining popularity

13 SNBSS I BFTE8 @ Foreign power domineering
14 ZE AR PEZEIR Sudden economic recession

15 B R A% H H{TEGE Revision of FIT policy

16 ZMiEB%E Terrorism

17 BFTEZEEERRE Social disorder

18 FreEHIR Pandemic disease

# v

4oF Z e AL > R 2 A ¢ admin@mgra.org.meé T 3% (+853) 829709245 % -
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